
 

 

 

 

 

Objectives: 

 At the end of the course, the participant will have an 

understanding of: 

• Security Architecture and Design 

• Implementing Governance Compliance Strategies 

and Risk Management 

• Security Access Control models, methods and 

implementations. 

• Disaster Recovery Planning 

• Cryptography Methodology 

• Operations in Information Security 

• Legal, Regulations, Investigations and Compliance in 

Security 

• Vulnerability Assessment 

• Continuous Security Lifecycle 

• Physical and Software Development Security 

• Network Security Considerations 

 

 

 

 

Certified Information 

Systems Security Professional 

(CISSP)   

 

Date 

06 -10/12/2021 

 

Duration 

5 days 

 


