Objectives:

At the end of the course, the participant will master the risk management process related to all assets of Information Security using the ISO/IEC 27005 standard as a reference framework. During this training course, participants will also gain a deeper understanding of best practices of risk assessment methods such as OCTAVE, EBIOS, MEHARI.

To be delivered over three days, the main purpose of this training is to:

1. Introduction to ISO/IEC 27005 and implementation of a risk management programme
2. Information security risk assessment, risk treatment and acceptance as specified in ISO/IEC 27005
3. Risk communication, consultation, monitoring, review and risk assessment methods